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1
Decision/action requested

This contribution proposes a proposal for the scope of TR 33.856
2
References
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3
Rationale






This contribution proposes the scope for TR33.814.
We kindly propose SA3 to agree the following pCR.
4
Detailed proposal

**********************Begin of changes********************************
1
Scope
The objective of this study is to provide security related analysis of location service in 5G system for the requirements identified in SA1 (e.g. TS 22.261 and TS 22.872), which include:.
· the key issues of location service in 5G system, such as these related to key management, protection of positioning-related data, and privacy-related issues;
· the security threats and requirements for 5G location service;
· the security architecture for 5G location service;
· the security solutions of location service in 5G system, and necessary security mechanisms of the network entities in the 5G LCS system.
In paticular, both non-roaming and roaming scenarios will be considered in this study.

This Technical Report will need to consider related architectures and functions developed in SA2 and RAN, and implications if any.
*********************************End of changes*******************************
